
 
ALERT NOTICE     

 
 
DATE:  December 11, 2015 
 
 
FRAUDULENT UPS EMAIL ALERT 
 
There have been a number of fraudulent emails reported, and new spoofs continue to be introduced.  These 

types of email point to invalid hyperlinks that are revealed when you hold your cursor over them.  The invalid 

links may contain malware which could potentially corrupt your computer. 

 

Please be advised that UPS does not request payments, personal information, financial information, account 

numbers, IDs, passwords, or copies of invoices in an unsolicited manner through email, mail, phone, or fax or 

specifically in exchange for the transportation of goods or services.  UPS accepts no responsibility for any costs 

or changes incurred as a result of fraudulent activity. 

Please visit the link below for more information. 

 

https://www.ups.com/content/us/en/about/news/service_updates/20110330_fraud.html 

 

 

 
  
 


